
The information clause regarding the processing of personal data by institution Institute 
European Network Remembrance and Solidarity 

As the provisions of Regulation (EU) 2016/679 of the European Parliament and of the 
Council of 27 April 2016 on the protection of natural persons with regard to the processing 
of personal data and on the free movement of such data, and repealing Directive 95/46/EC 
(General Data Protection Regulation) (OJ L No 119), hereinafter the “GDPR”, entered into 
force on 25 May 2018, we would like to notify you of the following: 

1. The data of the Participants acquired by the Organiser in the context of Recruitment will be 
jointly controlled by the  the state cultural institution Institute European Network 
Remembrance and Solidarity [Instytut Europejskiej Sieci Pamięć i Solidarność] with the 
registered seat in Warsaw, address: ul. Zielna 37, 00-108 Warsaw, acting on the basis of an 
entry into the register of cultural institutions kept by the Minister of Culture and National 
Heritage under the number RIK 90/2015; Tax Identification Number (NIP): 701-045-62-
60; National Business Registry Number (REGON): 360483100 – as (hereinafter referred to 
as "the Controller") and Partners (hereinafter referred to jointly as the “Joint Controllers").  

2. Each Candidate can get in touch with the both Controller and other Joint Controllers, 
however we advise you to contact the Controller using the following email address: 
office@enrs.eu or with the personal data inspector by sending a message to the following 
email address: iod.enrs@enrs.eu. 

3. Personal data of each Candidate who submits his Application for Recruitment will be 
processed by the Joint Controllers in compliance with the GDPR, for the purpose of the 
Recruitment, for the purpose of Project, for the purpose to implement these Rules in the 
remaining scope and for the purposes of the legitimate interests pursued by the Joint 
Controllers or by a third party, except where such interests are overridden by the interests 
or fundamental rights and freedoms of the data subject which require protection of personal 
data, in particular where the data subject is a child. 

4. Personal data of each Candidate will be processed pursuant to art. 6 par. 1 point b) GDPR - 
processing is necessary for the performance of the contract to which the data subject is a 
party, which in this case means that the processing of personal data of the Candidate is 
necessary for the implementation of the provisions of these Rules, which bind the 
Candidate. In addition, e-mail addresses of Project Candidates will be processed on the basis 
of art. 6 par. 1 point f) GDPR - processing is necessary  for  the  purposes  of  the  legitimate 
interests  pursued by the  Joint Controllers or by a third party, except where such interests 
are overridden by the interests or fundamental rights and freedoms of the data subject which 
require protection of personal data, in particular where the data subject is a child, which in 
this case means that personal data of the Candidates will be processed for the purposes of 
direct marketing of the Controller or other Joint Controllers, promotion of the Controller or 
other Joint Controllers and to inform about activity of the Controller or other Joint 
Controllers. 

5. The recipients of personal data of the Candidates will be the following categories of entities: 
partners entities cooperating with Joint Controllers, representatives of the Partners, 
employees and persons cooperating with the Joint Controllers, entities granting funds for 
realisation of the Project, entities supervising the Controller and/or Controllers’ activities, 
e.g. the Ministry of Culture and National Heritage of the Republic of Poland with its 
registered seat in Warsaw, 00-071, Poland, Krakowskie Przedmieście 15/17, Polish Tax 
Offices, the Polish Social Security Institution (if applicable), providers of technical services, 
including owner of servers and services used by the Organizer to storage personal data of 
Candidates. 



Personal data may be transferred to EU bodies, in particular to the European Commission 
and the European Education and Culture Executive Agency. You can read more about the 
principles of data processing by the European Commission in the Privacy Statement: 
https://ec.europa.eu/research/participants/data/support/legal_notice/h2020-ssps-grants-
sedia_en.pdf 

The Controller, using the services offered by Microsoft, intends to transfer personal data to 
Microsoft Ireland Operations Limited One Microsoft Place South County Business Park 
Leopardstown Dublin 18, Ireland (hereinafter "Microsoft"), which may process (including 
transfer, store) data also outside the European Area Economic (EEA), including in the 
United States of America and in other countries where Microsoft or its partners have the 
appropriate infrastructure. Microsoft ensures that it always uses appropriate safeguards 
when processing personal data. More details on this subject at: 
https://privacy.microsoft.com/en-us/privacy  

6. Personal data of Candidates will be processed from the moment they submit the Application 
throughout the period when the Joint Controllers exercises its rights stemming from these 
Rules and in the case of data to the processing of which a consent has been granted until 
revoking it, but not less than the period resulting from the provisions on archiving and the 
provisions on the limitation period for claims. Personal data of Candidates in scope of their 
image and expresses/statements will be processed for the purposes of direct marketing, 
promotion of the Joint Controllers and to inform about activity of the Joint Controllers - 
from the moment they submit the Application until a Candidate objects to the processing of 
his/her data for this purpose and throughout the period in which the Joint Controllers 
conducts its activity. 

7. The Candidates shall not be subject to any decisions based solely on automated processing 
which produce legal effects concerning you or significantly affect you in a similar fashion. 

8. Each Candidate shall have the right to: 
a. request access to personal data (pursuant to Article 15 of the GDPR),  
b. request that incorrect personal data be rectified without delay as well as to request 

(considering the purpose for which the data are processed) that incomplete Personal 
Data be completed (pursuant to Article 16 of the GDPR, 

c. request that personal data be erased (pursuant to Article 17(1) of the GDPR), subject 
to the exceptions provided for in Article 17(3) of the GDPR, 

d. request that the processing of personal data be restricted (pursuant to Article 18 of 
the GDPR), subject to the exceptions provided for in Article 18(2) of the GDPR, 

e. object to the processing of personal data in the scope the Personal Data is processed 
based on art. 6(1) (e) or (f) of the GDPR (Each Candidate whose personal data is 
processed for the purpose of direct marketing also has the right to object at any time 
to the processing of that personal data for the needs of direct marketing, including 
profiling, to the extent to which the processing is related to direct marketing), 

f. request transfer of the Personal Data referred to in Article 20 of the GDPR, subject 
to point 7 above and other provisions of the GDPR, 

g. lodge a complaint with the President of the Office for Personal Data Protection 
(Polish acronym: PUODO) (pursuant to Article 77 of the GDPR) or another body 
competent for personal data protection replacing the PUODO, as well as another 
supervising authority, should you find that the processing of personal data infringes 
on the provisions of the GDPR, 

The Candidate may send the request referred to in this paragraph to the following email 
address: iod.enrs@enrs.eu. 



9. Each Candidate has the right to revoke his/her data processing consent at any time with no 
bearing on the legality of the processing performed under the consent prior to its revocation. 
This pertains to cases when the Candidate’s data are processed on the basis of your data 
processing consent. 

10. Providing personal data by Candidates is voluntary, however this is a requirement of these 
Rules (contractual condition). If a given Candidate does not provide the required personal 
data, that Candidate will not be allowed to participate in the Recruitment and Candidate’s 
Application that does not contain required personal data shall not be considered in the 
Recruitment process. 

 


